
 

 

 

Smrati Sahu1* Dr. Anand Gupta2 

 

w
w

w
.i
g

n
it

e
d

.i
n

 

431 

 

 Journal of Advances and Scholarly Researches in Allied Education 
Vol. XV, Issue No. 1, April-2018, ISSN 2230-7540 

 

A Study of „Energy Efficient Routing Protocols 
for Zigbee Wireless Sensor Network 

 

Smrati Sahu1* Dr. Anand Gupta2 

1
 Research Scholar, Swami Vivekananda University, Sagar, Madhya Pradesh 

2
 Associate Professor, Department of Computer Science, Swami Vivekananda University, Sagar, Madhya 

Pradesh 

Abstract – Wireless Sensor Network (WSN) is conveyed in numerous fields, for example, social 
insurance, condition control, astute, structures, and so forth. It comprises of an arrangement of little and 
low-control gadgets called sensor nodes which cooperate with their condition to detect physical 
marvels. In the wake of being sent on the territory to screen, these nodes are equipped for neighborhood 
handling, correspondence and self-association. Truth be told, they gather ecological data and cooperate 
to transmit the information to at least one accumulation focuses (sinks) in an independent way. The 
Zigbee standard intends to permit the interconnection of wireless gadgets with low self-sufficiency 
(battery fueled) and does not require high piece rate, this standard speaks to a perfect contender for 
wireless sensor networks. WSNs must work at any rate for a given mission time, and all the while 
supplanting nodes' batteries is regularly incomprehensible. Thus, the lifetime forecast for WSNs turns 
into a noteworthy concern. For a dependable lifetime forecast, a total energy consumption investigation 
is fundamental. In like manner, it ought to think about the most essential wellsprings of energy 
consumption, in particular transmitting and accepting information bundles, tuning in to the channel, 
transmitting, getting control parcels and getting parcels from neighbors. 

Keywords: Wireless Sensor Network, Energy Efficient, Routing Protocols, Zigbee. 
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INTRODUCTION 

ZigBee is another innovation currently being sent for 
wireless sensor networks. A sensor network is a 
foundation contained detecting, figuring and 
correspondences components that enables the 
director to instrument, watch and respond to occasions 
and marvels in a predetermined domain. Normal 
applications incorporate, yet are not restricted to, 
information accumulation, checking, reconnaissance 
and therapeutic telemetry. The chairman normally is a 
common, government, business or mechanical 
substance. 

 

Fig 1.1 a Simple Routing Chart 

The noteworthy innovative work endeavors, inventive 
fields of electronics, for example, installed 
technology, VLSI outline and technology, wireless 
communication, estimation and control, car 
electronics, mechatronics, sensor technologies and 
so on are developing. In light of wide application 
potential these areas are winding up increasingly 
omnipresent. Amid early days, wireless 
communication is a standout amongst the most vital 
fields of electronics, which is advancing in the 
portable communication divisions, long range 
communication and short range communication too. 
The wireless communication rises with creative field 
called Wireless Sensor Network (WSN). This field of 
Wireless Sensor Network displays wide spectrum of 
applications, covering the regions, for example, 
accuracy farming, environmental observing and 
control military and obstruction, remedial et cetera. 
Hence, because of its national and in addition 
universal pertinence, numerous specialists are 
embraced explore work in the regions of Wireless 
Sensor Network (WSN). This Innovation is included 
with great adaptability in configuration, better 
versatility, unwavering quality, compactness, 
transmission range, low power, minimal effort and 
simple to arrangement and so on .Especially, to 
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develop nations like India, where horticulture is the 
foundation of Indian economy, the organization of 
unmistakable highlighted WSN to screen 
environmental parameters of poly-house is the novel 
field of investigation. Thusly, look into work of 
improvement of Wireless Sensor Network for checking 
of environmental parameters of poly-house 
environment is attempted. The insights with respect to 
WSN are explored and WSN is set up for innovative 
poly-house applications.  

Wireless Sensor Network (WSN) is a spread system 
built with a couple of little modules called Wireless 
Sensor Node (WS-Node).Each WS-Node is outfitted 
with at least one sensing devices, for example, gas 
sensors, electrical conductivity (EC) sensor, infrared 
(IR), seismic or attractive sensors, industrial sensors, 
environmental sensors and so on , the handling unit, 
memory unit and RF module. The WS-Node discusses 
wirelessly with other nearby nodes inside the bunch 
characterized by the radio communication range. 
Wireless Sensor Network is a powerful device that 
empowers the clients to nearly screen, comprehend 
and control wanted procedures. The Wireless Sensor 
Network (WSN) gives a variety of WS-Node to ongoing 
and remote connection with the physical world. Savvy 
wireless networked sensors can gather and scatter a 
tremendous measure of environmental data. Every 
sensor faculties environmental parameters, in the 
wake of handling a similar it communicate the data to 
an inaccessible Base station through which one can 
get to the data for additionally utilize. The design of 
Wireless Sensor Network is portrayed in 1.5. Every 
sensor hub powers with partitioned battery and it 
devours low power. Along these lines, it beats the 
disadvantage of high power prerequisite of wired 
sensor network. Wireless Sensor Network innovation 
uses particular convention guidelines for short range 
wireless communication like Bluetooth Zigbee and Wi-
Fi of all wireless communication standards, the Zigbee 
technology is most dependable and reasonable for 
indoor and additionally open air sensor network. 

It gives transmission speed normally 250 kbps over a 
range of 10-100 m. Zigbee can be arranged in star, 
work or distributed topologies. Zigbee devours 
impressively less power than Wi-Fi and Bluetooth 
technology. Also, Zigbee technology is most 
appropriate to guarantee the wireless communication 
for Precision Agriculture .To put it plainly, the 
exactness and unwavering quality of Wireless Sensor 
Network (WSN) relies upon the shrewdness of 
wireless Sensor Node (WS-Node). Keeping in mind 
the end goal to accomplish huge change in the 
execution of Wireless Sensor Network, the Wireless 
Sensor Node ought to have great exactness. 
Especially, an inserted framework in light of 
microcontroller is discovered most appropriate for this 
application. Presently, microcontrollers of promising 
highlights are accessible in the market, utilizing which 
WS-Node can be intended for devoted applications. 
Stressing the promising highlights of Wireless Sensor 
Network and its reasonableness for acknowledgment 

of Precision Agriculture, it is proposed to attempt the 
examination work of advancement of Wireless Sensor 
Network (WSN), in light of Zigbee technology, to 
screen different environmental parameters of poly-
house, for example, mugginess, temperature and light 
force and so on.  

WIRELESS SENSOR NETWORK (WSN): 

Wireless Sensor Network (WSN) is a champion among 
the most imperative advancements, which is raising a 
direct result of driving forward effort of the analysts for 
improvements in the field of wireless communication .It 
is great case of foundation of dispersed network. 
Ordinarily, the WSN is the appropriate for data 
accumulation and observing. Nonetheless, it display 
wide spectrum of applications in different zones.  

Wireless Sensor Network (WSN) is the circulated 
network of vast number of wirelessly associated 
autonomous devices, called Wireless Sensor Nodes 
(WS-Node), which cooperatively gathers the data 
about physical world and disperses the same 
towards the observing stations called Base Station 
(BS) f or the deterministic investigation and 
introduction. The WSN is a foundation consists of 
sensing, figuring and communication components 
that gives, to the administrator, the capacity to 
instrument, watch and reset to the occasion and 
marvels in the specific environment and to guarantee 
edit administration in spatial and worldly area. 
Fundamentally, there are following four parts of the 
Wireless Sensor Network (WS N).  

General design of Wireless Sensor Network is 
delineated in fig 2 

 

Fig 2 General Architecture of Wireless Sensor 
Network 

1. An get together of disseminated WSNodes 

2. An interconnecting wireless network 

3. A focal monitoring focus called base station 

4. An arrangement of processing devices 
required for data calculation, co-connection, 
occasion, drifting, status questioning and 
incitations.  
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 It is networking capacity that on a very basic level 
separates a sensor network from gathering of sensors, 
by empowering participation, coordination and joint 
effort among sensor resources. Reaping progresses in 
the previous decade in microelectronics, comes about 
into huge change in sensing, simple and computerized 
flag preparing, wireless communication and 
networking and so forth which uncovers noteworthy 
effect on our lives.  

Wireless Sensor Networks vary from general data 
networks, on account of the way that the WSN are 
application particular, planned and sent for unique 
purposes as it were. Because of their few well known 
applications, effective outline and usage of Wireless 
Sensor Network have turned into a region of 
momentum look into. Sensing, handling and 
communication are key components, whose mix in one 
little gadget offers ascend to countless sensing 
applications. The WS-Nodes in a WSN work with little 
and restricted battery power and for the most part non-
renewable resource. Since communication among 
nodes uses a substantial part of the energy .it is 
imperative to outline the network with less 
communication among the nodes to appraise the 
required parameter vector.  

DESIGN ISSUES AND DIFFICULTIES 

Wireless Sensor Networks represent certain plan 
challenges because of the accompanying reasons:  

Sensor nodes (WS-Nodes) are arbitrarily sent and thus 
don't fit into any consistent topology. Once sent, they 
normally don't require any human intercession. 
Consequently, the setup and support of the network 
ought to be completely self-sufficient. Sensor networks 
are framework less. Consequently, all routing and 
upkeep calculations should be appropriated. A critical 
bottleneck in the task of senor nodes is the accessible 
energy. Sensors as a rule depend just on their battery 
for power, which as a rule can't be energized or 
supplanted. Subsequently, the accessible energy at 
the nodes ought to be considered as a noteworthy 
imperative while planning protocols. For example, it is 
attractive to give the client an alternative to trade off 
network life time for adaptation to internal failure or 
exactness of results.  

Hardware plan for sensor nodes ought to likewise 
consider energy effectiveness as an essential 
necessity. The microcontroller, operating system, and 
application software ought to be intended to moderate 
power. Sensor nodes ought to have the capacity to 
synchronize with each other in a totally dispersed way, 
so TDMA timetables can be forced and requesting of 
distinguished events can be performed without 
vulnerability. A sensor network ought to likewise be 
equipped for adapting to change connectivity because 
of the disappointment of nodes, or new hub powering 
up. The routing protocols ought to have the capacity to 

powerfully incorporate or maintain a strategic distance 
from inclusion and recuperating sensor nodes in their 
ways. Constant communication over sensor networks 
must be bolstered through arrangement of assurances 
on most extreme postponement, minimum bandwidth, 
or different QoS parameters. Arrangement must be 
made for secure communication over sensor networks, 
particularly for military applications which convey 
touchy data. 

DESCRIPTION OF WIRELESS SENSOR 
NETWORKS: 

The possibility of sensor network was displayed in 
the midst of time of Cold War. An arrangement of 
acoustic sensors on the ocean base, for sound 
surveillance was sent by USA to distinguish and 
track Soviet submarines. In the midst of same time, 
joined States developed the network of air 
obstruction radars to monitor its space, which as of 
now is in like manner used for sedate boycott. 
Exploration on sensor networks are begun around 
1980 .Where ARPANET (Predecessor of the 
Internet) approach for communication was stretched 
out to sensor networks. DSNs were acknowledged to 
have various spatially passed on negligible exertion 
sensing nodes that cooperated with each other 
anyway worked self-overseeing, with information 
being coordinated to the nodes, which is best 
prepared to use the information. Around at that point, 
this was extremely a forceful program. There were 
no PCs and workstations; taking care of was 
essentially performed on minicomputers and the 
Ethernet was basically getting the opportunity to be 
popular. Advancement parts for a DSN were seen in 
a Distributed Sensor Nets workshop in 2015  

The DSN incorporates sensors (acoustic), 
communication and overseeing modules, and 
scattered programming also. Scientists at Carnegie 
Mellon University (CMU) even built up a 
communication-sorted out working structure called 
Accent which permitted flexible, direct gets to 
scattered resources required for a charge tolerant 
DSN. An expressive utilization of DSN was a 
helicopter following structure, utilizing a scattered 
bunch of acoustic speakers by procedures for hail 
contemplations and organizing frameworks, made at 
the Massachusetts Institute of Technology (MIT). 
Disregarding the way that early stars on sensor 
networks had as a basic concern the vision of a 
DSN, the development was not correctly arranged. 
All the more particularly, the sensors were to some 
degree gigantic and of shocking expense with 
obliged the measure of potential applications. 
Further, the most dependable DSNs were not 
ardently connected with wireless network. Constant 
advances in getting ready, communication and littler 
scale electromechanical development has caused a 
tremendous move in WSN get some information 
about and passed on it closer to accomplishing the 
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essential vision. The new surge of research in WSNs 
began in around 1998 and has been pulling in more 
idea and all inclusive alliance. In the new surge of 
sensor network, the examination on detecting, 
networking systems and networked information 
managing, sensible for essentially extreme 
extraordinarily delegated conditions and resource 
obliged sensor nodes have been secured.  

NETWORK PROTOCOL FOR WIRELESS 
SENSOR NETWORK:  

The WSN, following IEEE 802.15.4 standards, 
understands the wireless communication and gather 
site particular data appropriate for the management. 
The WSNs of devoted applications convey Zigbee 
technology for wireless communication. This Zigbee 
underpins standard topologies of communication, for 
example, Star, Ring and Mesh. Notwithstanding, to set 
up the WSN, routing of the WS-Nodes is testing work. 
The WS-Nodes could be steered in different 
approaches to enhance the parameters of WSN. The 
courses by which the WS-Nodes steered into the 
network are called as Routing Protocols for WSN. As 
indicated by network structure, these protocols can be 
delegated level, progressive, and area based 
protocols. Additionally, these protocols can be grouped 
into multipath-based, inquiry based, arrangement 
based Quality of Service (QoS)- based or lucid based 
relying upon the protocol activity. Also, these protocols 
can be ordered into three classes, to be specific, 
reactive, proactive, and crossover protocols relying 
upon course disclosure. In level based routing, all 
nodes are doled out with similar parts or 
functionalities. In various leveled based routing, nodes 
will play diverse functionalities. Going for routing 
procedures, clustering the nodes with indistinguishable 
parts portrays cluster heads. The cluster head capacity 
to gather the data and end devices are conveyed to 
detect the physical data. In area based routing; sensor 
nodes` positions are abused to course the data to 
particular areas other than the entire network. In 
addition, the WSN acknowledges following protocols. 
Deployment of protocols relies on the idea of 
application.  

FEATURES OF ZIGBEE  

a) 2.4 GHz upper frequency band is utilized. The 
lower band frequencies are 915 MHz in 
America and 868 MHz in Europe. Free bands 
are likewise accessible as a couple of 4-
2.4835 GHz, 868-870 megahertz and 902-928 
megahertz. The number of channels relegated 
for each band is considered as sixteen, one 
and ten separately. 

b) Low power use. 

c) Discovery and blending techniques matches in 
the application of IEEE 802.15.4 

d) ZigBee uses distinctive sorts of star topology 
and it is made with between personal area 
network (PAN) communication with a 
Centralized undertaking of ZigBee nodes 
under coordinator. 

e) The IEEE 802.15.4 utilizations different 
transmission strategies like broadcast, 
Security key age instrument with AES-128. 

f) Reduced upkeep: The ZigBee network has its 
own particular function of self-configuring and 
self-mending capacities. These properties help 
Mesh networks to naturally recognize and 
investigate issues that may happen in the 
associated nodes.  

DEVICES AND TOPOLOGIES (ZIGBEE)  

The standard embraces two distinct sorts of device 
that are executed in a network to be specific; the 
FFD (Full-Function Devices) and the RFD (Reduced-
Function Devices). Figure 3.1 demonstrates the 
distinctive sorts of ZigBee topology.  

ZigBee consistent device composes: There are 
basically three distinct classifications of nodes in a 
ZigBee topology. They are named Coordinator, 
Router and End devices.  

Coordinator (ZC): This is the single fundamental 
base of the network tree and as an extension it 
associates with different networks. This node is 
exclusively in charge of starting and in addition 
choosing the network parameters like radio 
frequency channel, one of a kind network identifier 
and setting other operational parameters. This node 
can likewise store all the data about network and its 
security levels.  

Router (ZR): Router function as intermediate nodes 
amongst coordinator and end device and it is 
handing-off data from different devices. Router can 
speak with existing network and can ready to 
interface with different devices. It is retransmitting 
the data to the network. Any of the networks can be 
reached out with the usage of ZigBee IEEE 802.15.4 
standard routers.  

End Devices (ZED): Continuously End Device can 
be outlined with low-power and battery-powered 
devices. They can get data from sensors and 
switches. End devices can speak with either the 
coordinator or a router and can't retransmit data from 
any of the devices. Because of this less work routine 
of end device, they can be planned with low power 
utilization and it is temperate one.  

These end devices require not be dynamic for the 
entire time while the coordinator and router will work 
its whole day and age. Because of this reason, the 
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ZigBee end node can stay snoozing just up to the time 
its work required by the specific network. 

FORMING A SECURITY ARCHITECTURE FOR 
ZIGBEE:  

A 128-piece key can be connected either to both the 
MAC sub layer and ZigBee layers or to a connection, 
increased through agreement, pre-establishment or 
transport. Anchored network will discover exceptional 
device which different devices trust for the security 
keys dissemination: the trust focus. Common 
applications without unique security needs will utilize a 
network key gave by the trust focus through at first 
shaky channel to convey.  

The trust focus keeps up the network key and point-to-
point security is given. Devices can acknowledge 
messages starting from a key gave by the trust focus, 
with the exception of the specific introductory master 
key. The architecture for security is conveyed in the 
network layers as follows: 

► The MAC sub layer can be fit for solid single-
jump communications. The security level is 
dictated by the upper layers. 

► The network layer manages taking care of 
received data, routing and broadcasting 
demands. The satisfactory link key will be 
utilized by active casings as per the routing, in 
the event that it might be accessible; or to 
shield the payload from outer devices, the 
network key will be used. 

► The application layer offers transport services 
and key establishment to the two applications 
and ZDO. Master, link and network keys are 
three sorts of Keys accessible. 

CONCLUSION 

ZigBee network layer conventions, a great deal of 
examine establishments and modern organizations 
have built up their sensor stages based on 
ZigBee/IEEE 802.15.4 arrangements. ZigBee and 
IEEE 802.15.4 are intended for lightweight sensor 
phases. We have too tended to a few applications, for 
example, restorative care and fire emergency 
applications and some prototyping systems. Wireless 
Sensor Network is the progressive field assuming 
critical part in the different divisions of electronics. Its 
promising highlights lead the field to wind up pervasive 
over the world. It delineates an emotional intersection 
of electronic and computer advances, which comes 
about into wide range of applications in the different 
divisions, for example, industries, medical, agricultural, 
military, automotive electronics, defense, surveillance, 
auxiliary security, home and additionally office 
atomization etc. 

REFERENCES  

[1] AlfiyaShaikh (2012). ―Hybrid Wireless 
Communication System Using ZigBee And Wi-
Fi Technology In The Coalmine Tunnels‖, 
International Journal of Emerging 
Technologies in Computational and Applied 
Sciences, vol. 1, no. 3, pp. 21-25   

[2] Boyina, S., Rao, Deepa, K., Abarna, I., 
Arthika, S., Hemavathi, G. & Mohanapriya, D. 
(2012). ―Controller Area Network For 
Monitoring And Controlling The 
Environmental Parameters Using Zigbee 
Communication‖, International Journal of 
Advanced Engineering Technology, vol. 3, 
no. 2, pp. 34-36. 

[3] Conzon, D., Brizzi, P., Kasinathan, C., 
Pastrone, F., Pramudianto & Cultrona, P. 
(2015). ―Industrial application development 
exploiting IoT vision and model driven 
programming‖, Proceedings of 18th 
Conference Innovation in Services, Networks 
and Clouds, Feb 02, 2015, Paris, France  

[4] Chayan Sarkar, Akshay Uttama Nambi, S.N., 
Venkatesha Prasad, R., Abdur Rahim, 
Ricardo Neisse & Gianmarco Baldini (2014). 
―DIAT: A Scalable Distributed Architecture 
for IoT‖, IEEE Internet of Things Journal, vol. 
2, no. 3, pp. 230-239  

[5] Cherkaoui, A., Bossuet, L., Seitz, L., 
Selander, G. & Borgaonkar, R. (2014). ―New 
paradigms for access control in constrained 
environments‖, Proceedings of 
Reconfigurable and Communication-Centric 
Systems-on-Chip, May 26-28, 2014: 
Montpellier. 

[6] Chen Jun & Chen Chi (2014). ―Design of 
Complex Event-Processing IDS in Internet of 
Things‖, Proceedings of Sixth International 
Conference on Measuring Technology and 
Mechatronics Automation, 10-11 Jan. 2014: 
Zhangjiajie 

[7] Debasmit Banerjee, Bo Dong, Mahmoud 
Taghizadeh & Subir Biswas  (2014). ―Privacy 
Preserving Channel Access for Internet of 
Things‖, IEEE Internet Of Things Journal, 
vol. 1, no. 5, pp. 430-445  

[8] Kelly, Suryadevara, N.K. & Mukhopadhyay, 
S.C. (2013). ―Towards the Implementation of 
IoT for Environmental Condition Monitoring 
in Home‖, IEEE Sensors Journal, vol. 13, no. 
10, pp. 3846-3853  



 

 

Smrati Sahu1* Dr. Anand Gupta2 
 
 

w
w

w
.i
g

n
it

e
d

.i
n

 

436 

 

 A Study of 'Energy Efficient Routing Protocols for Zigbee Wireless Sensor Network 

[9] Matharu, G.S., Upadhyay, P. & Chaudhary 
Matharu, L. (2014). ―The Internet of Things: 
Challenges & security issues‖, Proceedings of 
the International Conference in Emerging 
Technologies, 5-6 April 2014, Noida, India 

[10] Mrunalini P. Moon (2014). ―Approach of Data 
Broadcasting By Using Zigbee Network‖, 
International Journal of Advance Research in 
Computer Science and Management Studies, 
vol. 2, no. 11, pp. 102-109  

[11] Mohammed, Chung Horng Lung, Adrian 
Ocneanu, Abhinav Thakral, Colin Jones & 
Andy Adler (2014). ―Internet of Things: 
Remote Patient Monitoring Using Web 
Services and Cloud Computing‖, Proceedings 
of Internet of Things (iThings), IEEE 
International Conference on, and Green 
Computing and Communications, IEEE and 
Cyber, Physical and Social Computing, 1-3 
Sept. 2014, Taipei 

 

Corresponding Author 

Smrati Sahu* 

Research Scholar, Swami Vivekananda University, 
Sagar, Madhya Pradesh 

 

 


